Legislative Commission on Cybersecurity

DRAFT 2: Cybersecurity Commission Confidentiality Pledge for Closed Meetings

Meetings of the Cybersecurity Commission generally will be open to the public as provided in
Minnesota Statutes § 3.055. The Commission may close a meeting when necessary to
safeguard the state’s cybersecurity, as provided in Minnesota Statutes § 3.888, Subd. 5, and the
Commission’s closed meeting rule.

Members and legislative staff will be asked required to sign, or verbally affirm_if meeting
remotely, acknowledgement of their agreement, officially on the record, to the terms of this
pledge at each closed meeting of the Cybersecurity Commission.

Pledge
| do hereby pledge to the following:

1. lacknowledge that information presented and discussed during closed meetings of the
Cyber Security Commission must be kept confidential to safeguard the cybersecurity of the
state’s information, data, and systems.

2. | agree to maintain the confidentiality of the information disclosed during a closed meeting
of the Cybersecurity Commission.

3. lunderstand that disclosing information from a closed meeting of the Cybersecurity
Commission would be a violation of this pledge, would jeopardize the security of the state’s
information, data, and systems, and may result in disciplinary action under House or Senate
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For the purposes of the agreement, “information” includes both oral and written materials
provided during a closed meeting of the Cybersecurity Commission.

Signature or Verbal Affirmation Date


https://www.revisor.mn.gov/statutes/cite/3.055
https://www.revisor.mn.gov/statutes/cite/3.888#stat.3.888.5

